**«Госуслуги» меняют правила безопасности**

Как лучше всего защититься от мошенников? Соблюдать все требования информационной безопасности.

В этих целях на портале госуслуг становится обязательной двухфакторная аутентификация — при входе в аккаунт нужно будет не только вводить логин и пароль, но и указать код из СМС. Он будет приходить на привязанный к аккаунту номер после ввода пароля.

Как работает вход по смс?

При каждом входе на Госуслуги на телефон будет приходить смс с одноразовым кодом подтверждения. Этот код нужно будет указывать после ввода пароля.

Как подключить?

Перейдите в раздел «Безопасность» личного кабинета;

Проверьте, правильно ли указан номер телефона в разделе «Вход с подтверждением по смс». Если номер указан неверно, измените его;

Переведите переключатель в активное положение — он станет синего цвета;

Введите пароль, чтобы подтвердить действие;

Будьте бдительны, не отвечайте на подозрительные сообщения, если стали жертвой мошенников, незамедлительно обращайтесь в полицию.